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EDITORIAL POLICY 

Security Spectrum: Journal of Advanced Security Research is a non-profit academic journal that 
publishes well-researched studies and analyses on the full range of contemporary security issues, 
particularly internal security and law enforcement-related topics, with a European or global international 
focus. The focus topics of the journal include, but are not limited to: 

• Contemporary security and geopolitical challenges and their implications for internal security. 
• Risks, threats and crisis management, civil protection, and multimodal and poly-crises. 
• Secure societies, law enforcement, policing and border management. 
• Technological challenges and solutions and cyber and hybrid threats. 
• Trends and predictions in security and safety. 

The journal welcomes research articles, conceptual analyses, review articles, and articles that forecast 
and explore future development opportunities with a theoretical or applied focus in the relevant research 
domains. 

PRINCIPAL REQUIREMENTS FOR MANUSCRIPTS  

Security Spectrum welcomes and considers manuscripts that meet the following criteria: 

• The submitted manuscript is an original work in the field and does not duplicate any other 
previously published work. 

• The manuscript has not previously been submitted to publications other than Security Spectrum, 
is not currently under consideration for publication elsewhere, and has not been accepted for 
publication or published elsewhere in English or any other language. 

• The manuscript does not include any unverified factual claims or content that is morally 
objectionable, discriminatory or illegal. 

By submitting a manuscript, the authors agree to it undergoing any originality checks necessary during the 
peer review, editorial and publishing processes. 

PEER REVIEW AND ACCEPTANCE FOR PUBLICATION 

Security Spectrum operates on an academic quality policy of double-blind international peer review. This 
means that the identities of the authors and reviewers are not disclosed to either party during the review 
process. To maintain the academic quality of the journal, all manuscripts submitted to Security Spectrum 
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that meet the principal requirements described above and the guidelines for manuscripts (provided below) 
are pre-reviewed. 

Submitted manuscripts are first reviewed by the editorial board of Security Spectrum. If the editorial board 
decides that the manuscript falls within the scope of the journal, is properly formatted and has a standard 
of English suitable for academic publication, it will be sent to at least two reviewers for review. To ensure 
fair treatment of all submissions, the editors follow a process of double-blind peer review whereby the 
authors of the manuscript remain anonymous to the reviewers and the reviewers remain anonymous to 
the manuscript’s authors. Each manuscript is reviewed by at least two academic experts in fields relevant 
to the article. If necessary, additional specialists are consulted for further assessment. To protect the 
authors’ rights and the confidentiality of their research, this journal does not allow reviewers to use 
generative artificial intelligence tools to write their reviews. 

Reviewers are asked to evaluate the quality and integrity of the submitted research, the contribution and 
importance of the topic to the relevant fields, and the linguistic quality of the manuscript. Reviewers are 
also asked to provide comments and suggestions on how to improve the manuscript. The decision to 
publish the manuscript is based on the reviewers’ feedback. For a manuscript to be accepted for 
publication, at least one reviewer must state that it is suitable for publication or would be suitable for 
publication with minor improvements. 

In the event of a conflict of opinion between the authors and the reviewers, the editorial board will make a 
further evaluation and provide additional advice. If necessary, another reviewer or peer review process will 
be requested. 

Following good academic practice, the authors are allowed two revisions of the manuscript after the initial 
peer review. 

All complaints, objections and inquiries must be sent to the editors of the journal by email at 
teadusinfo@sisekaitse.ee. Final responsibility for the publication and academic quality of contributions to 
the journal rests with the editorial board and the editor-in-chief. Any disagreements or complaints from the 
authors are reviewed by the editorial board in accordance with academic best practices and the legislation 
of the Republic of Estonia. 

AUTHORSHIP OF THE MANUSCRIPT 

All parties who have contributed significantly to the manuscript must be named as authors. 

The manuscript’s designated first author, the order of the names of the co-authors, and any other 
acknowledgements related to publication should be based on the academic and professional contribution 
of the authors to the completion of the manuscript. 

All entities with a reasonable claim to co-authorship must be clearly named in the manuscript. The 
corresponding author must be authorised by all co-authors to act on their behalf in all matters pertaining 
to the publication process. The order of names should be agreed upon in advance of submission by all 
authors. 

ACKNOWLEDGEMENTS AND RECOGNITIONS 

All contributions to the completion of the manuscript that are not directly related to the authorship of the 
manuscript, including thanks for advice, technical assistance or project funding, should be included in the 
“Acknowledgements” section of the manuscript. Acknowledgements are added by the author of the work 
to the manuscript submitted for publication. To ensure the anonymity of the authors, no 
acknowledgements are included in the copy of the manuscript sent to reviewers during the peer-review 
process. 
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When using wording that has been or is asserted to be a proprietary term or trademark, authors must use 
the ® or TM symbol as appropriate. 

FUNDING AND RESEARCH GRANTS 

The authors must declare, where appropriate, the source of funding for the research or study (e.g. a 
research grant). If the authors had no external funding, this should also be declared. 

The details of any bodies that have provided funding leading to the production of the manuscript, including 
research leading to the content therein, must be provided. Authors must also include a statement detailing 
any financial interests or benefits they might accrue from the direct application of the manuscript, or the 
research detailed therein. All manuscripts must be written in non-discriminatory language. 

DECLARATION OF CONFLICTS OF INTEREST 

The editorial board requests that the authors of the manuscript declare any possible conflicts of interest 
that may follow the submission of the manuscript or the publication of the article when submitting the 
manuscript. If there are no conflicts of interest, the authors do not need to mention it separately when 
submitting the manuscript. 

USE OF COPYRIGHT MATERIAL 

If the authors wish to include any material for which they do not hold copyright, they must obtain written 
permission from the copyright owner prior to submitting the manuscript. 

USE OF GENERATIVE ARTIFICIAL INTELLIGENCE 

The authors must declare any use of generative artificial intelligence in preparation and completion of the 
manuscript upon submission. This does not apply to the use of artificial intelligence (AI) tools for analysis 
or to draw insights from data as part of the research process. The use of generative AI in the preparation 
and completion of the manuscript must be in accordance with the following principles: 

• Generative AI and AI-assisted technologies should only be used in the writing process to improve 
the manuscript’s language and readability. 

• Human oversight and control must be applied at all points of use of generative AI and AI-assisted 
technologies, and the authors of the manuscript should carefully review any content produced by 
it. The authors are ultimately responsible and accountable for the content of the work. 

• Authors should not list or cite generative AI or AI-assisted technologies as authors or co-authors 
of the manuscript since the responsibilities and tasks associated with authorship can only be 
attributed to and performed by humans. 

The authors of the manuscript must declare any use of generative AI and AI-assisted technologies in 
preparing the manuscript by adding a statement at the end of the manuscript when it is first submitted. 
This statement should be presented as a separate section directly preceding the list of references with the 
title “Declaration of generative AI and AI-assisted technologies in the writing process” or similar. The 
statement itself should contain details about any tools used and the reason for their use, along with 
confirmation of human oversight of the result (e.g. “During the preparation of the manuscript, the author(s) 
used the generative AI tool/service [name of the tool or service] to [reason]. After using the [tool/service], 
the author(s) reviewed and edited the content as needed and take(s) full responsibility for the content of 
the published article.”) 
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The declaration does not apply to the use of basic technological assistance tools, such as tools used to 
check grammar, spelling and references. If no generative AI or AI-assisted tools were used, the authors do 
not need to include a statement. 

SUBMISSION FEE AND OPEN ACCESS 

There is no fee for submissions to Security Spectrum. Fees for authors are only offered in exceptional cases 
and are subject to separate negotiations and agreements. Security Spectrum is an open-access journal. 

All articles published will be made immediately and permanently free for anyone to read and download, 
copy and distribute. We currently offer the following licence for this journal: Creative Commons Attribution 
(CC BY). This licence allows users to distribute and copy the article; create extracts, abstracts and other 
revised versions, adaptations, or derivative works of or from an article (such as a translation); publish the 
article in a collective work (such as an anthology); and perform text or data mining on the article. These 
uses are permitted even for commercial purposes, provided the user gives appropriate credit to the 
authors (with a link to the formal publication through the relevant DOI), includes a link to the licence, 
indicates if changes were made, and does not represent the authors as endorsing the adaptation of the 
article or modify the article in such a way as to damage the authors’ honour or reputation. 

GUIDELINES FOR THE AUTHORS 

SUBMISSION OF ARTICLES 

Documents to be submitted: 

1. A file (in .doc, .docx or .rtf format) separate from the manuscript, including the authors’ first 
names, last names, emails and affiliations, and the title of the article. 

2. A file containing the article manuscript (in .doc, .docx or .rtf format), including the title of the 
article, an abstract of 150–250 words and 3–5 keywords. 
- Any figures and tables should be removed from the manuscript. Instead, please indicate in 

the text where they should be placed in the final version for publication if necessary. 
- The file must not include any information that could reveal the identity of the authors. 

3. A separate file (in .doc, .docx or .rtf format) containing any tables, figures or pictures to be included 
in the article. 

4. A separate file (preferably in .xlsx or .xls format) containing any source tables and figures. 

Documents to be submitted after review if the authors are invited to submit a revised draft: 

1. The revised manuscript with any changes made by the authors indicated. 
2. A document containing the authors’ replies to the reviewers. 
3. A title page along with any necessary tables, figures, and source files, following the guidelines 

above. 

Articles can be submitted throughout the year. 

Manuscripts must be submitted electronically to teadusinfo@sisekaitse.ee. 

GENERAL GUIDELINES FOR MANUSCRIPTS 

• Manuscripts should not exceed 25 standard typed pages (1,800 characters per page, 
including spaces). 

• Manuscripts must be written in English (United Kingdom). 
• Manuscripts must be in A4 format, with single line spacing, normal margins and Times New 

Roman font size 12. 
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• Text alignment must be justified, and paragraphs must be separated by an empty line or extra 
spacing. 

• All headings, except for the introduction and conclusion, must be numbered using Arabic 
numerals, with subsections formatted as 1.1., 1.1.1 and so on. Chapters do not need to start 
on a new page, and authors should not insert empty lines between chapters or sections, as 
this formatting will be handled by the editor. 

• All tables, figures and images used in the article must be presented in high resolution in a 
separate file from the manuscript file. Manuscripts must include references indicating where 
any tables, figures or pictures should be placed in the final document. 

• Manuscripts must follow the Harvard style of referencing and the specific guidelines 
provided in a separate document. 

• The editor reserves the right to abridge and edit submitted texts, as well as to change their 
titles. 

https://www.sisekaitse.ee/sites/default/files/inline-files/Harvard%20referencing.pdf

