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 SYLLABUS 18.04.2022 nr 6.1-14/1067-1 
 

SUBJECT CODE  ÕOKC5220 

NAME OF THE SUBJECT (in Estonian)  Küberkuritegevus ja inimeste mõjutamine sotsiaalmeedia platvormides 

NAME OF THE SUBJECT (in English)  Cybercrime and social engineering on social media platforms 

VOLUME (ECTS) 1 ETC 

CURRICULUM  Elective subject for ERASMUS students 

RESPONSIBLE LECTURER Maarja Punak 

PREREQUISITE MODULES AND SUBJECTS:  -  

VOLUME OF STUDIES (study group/form of study)  

LECTURE  
(number of hours)  

SEMINAR 
(number of hours)  

PRACTICAL WORK 
 (number of hours)  

INDIVIDUAL WORK  
(number of hours)  

E-LEARNING  
(number of hours)  

TOTAL  
(number of hours)  

12   14  26 
 

OBJECTIVE OF THE SUBJECT: develop skills to identify common cybercrimes and how to prevent them. The subject provides a broader understanding of social  
media trends and issues 

LEARNING OUTCOMES ASSESSMENT METHODS ASSESSMENT CRITERIA 

After completing the subject, the student: 

Has an understanding of different forms of cybercrime Lecture Participating in lectures 
 Has an understanding of the most common forms of 

fraud on social media platforms 
Lecture 

Can recognize false news and misinformation Lecture 

Requirements for and the composition of the final grade / credit test:  
 
Requirements for assessment: 
Attendance 80 % 
If the student is absent from the lectures for a good reason, the lecturer has the right to assign an additional task to the student. 



 
Assessment form: Subject is assessed in a non-differentiated assessment (pass/fail). 
 
The non-differentiated assessment is based on written test about cybercrime.  
 

 
Compiled by: Maarja Punak 
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